
GDPR Supplement 

We care about your privacy 

VISICOM is committed to respect your privacy and to comply with applicable data protection and privacy laws. This 
Supplement complements VISICOM Global Privacy Policy for products and services and provides additional information 
on how we collect and use personal data. The "GDPR" refers to the EU General Data Protection Regulation (2016/679). 

What are the bases for the processing? 

Personal data is only stored when you permit us to do so for a specific purpose. We will not pass personal data on to 
third parties without the express permission of the person involved. However, we do reserve the right to disclose 
information if we are legally obliged to or if authorities or law enforcement agencies lawfully require us to do so. 

The following information gathered when you visit our website: the website that led to the visit (referrer), pages visited, 
downloads, clicks on individual links, search terms (site search), duration of visit. These findings enable us to further 
optimise our website and customise it even better to the needs of our visitors. 

Data you submit 

 We collect your name, email address(es), mailing address(es), telephone number(s), and data related to the business 
you represent when you request information from us, order a product or service, or otherwise intentionally send us such 
information. We retain personal data while as needed to provide you services. 

Data protection declaration on the use of Facebook 

Plug-ins for the social network Facebook, 1601 South California Avenue, Palo Alto, CA 94304, USA, are integrated into 
our pages. These plug-ins can be identified by the Facebook logo or the addition of “Facebook”, “Like” or “Share”. 

When you view a page on our website that contains these plug-ins, they are initially dormant. They are only activated 
when you click on the button. Doing so establishes a connection with Facebook and amounts to permission for data to 
be transmitted to Facebook. If you are logged in to Facebook, it will be able to link this visit with your account. When you 
click on a button, your browser transfers the relevant information directly to Facebook, where it is then stored. 

The purpose and scope of how Facebook gathers, processes and uses data, your rights in this regard and the possible 
settings for protecting your privacy can be found in the Facebook data protection information. If you do not want Facebook 
to gather information about you through our website, you must log out of Facebook before visiting our site. 

Data protection declaration on the use of LinkedIn 

Our website uses social plug-ins (“plug-ins”) from the social network linkedin.com (“LinkedIn”), which is operated by the 
LinkedIn Corporation, 2029 Stierlin Court, Mountain View, CA 94043, USA. 

When you view a page on our website that contains these plug-ins, they are initially dormant. They are only activated 
when you click on the button. Doing so establishes a connection with LinkedIn and amounts to permission for data to be 
transmitted to LinkedIn. If you are logged in to LinkedIn, it will be able to link this visit with your account. When you click 
on a button, your browser transfers the relevant information directly to LinkedIn, where it is then stored. 

The purpose and scope of how LinkedIn gathers, processes and uses data, your rights in this regard and the possible 
settings for protecting your privacy can be found in the LinkedIn data protection information. If you do not want LinkedIn 
to gather information about you through our website, you must log out of LinkedIn before visiting our site. 

Data protection declaration on the use of Twitter 

Our pages use social plug-ins (“plug-ins”) from the social network Twitter, which is operated by Twitter Inc., 1355 Market 
Street, Suite 900, San Francisco, CA 94103, USA (“Twitter”). These plug-ins can be identified by the Twitter logo or the 
addition of “Tweet”. 

When you view a page on our website that contains these plug-ins, they are initially dormant. They are only activated 
when you click on the button. Doing so establishes a connection with Twitter and amounts to permission for data to be 
transmitted to Twitter. If you are logged in to Twitter, it will be able to link this visit with your account. When you click 
on a button, your browser transfers the relevant information directly to Twitter, where it is then stored. 



The purpose and scope of how Twitter gathers, processes and uses data, your rights in this regard and the possible 
settings for protecting your privacy can be found in the Twitter data protection information. You can change your Twitter 
data protection settings under the account settings. 

VISICOM processes your personal data only when it is lawful to do so.  

The processing is based on the following legal grounds: 

• Contract. Processing of your personal data is necessary for the performance of a contract between you and 
VISICOM. We use your personal data to provide you with our products and services and to ensure their functionality and 
security. If you do not provide us with the necessary information, it means that we are not able to provide the product 
or service to you. Contract is the basis for the processing, for example, when  

 We collect necessary personal data to process the payment and deliver your purchases. 
 We communicate with you, for example, to inform you, to send you important notices relating to our products 

and/or services and to contact you for customer care related purposes. 

• Legitimate interest. VISICOM processes personal data when it is necessary for the purposes of legitimate interests 
pursued by VISICOM. Legitimate interest refers to an interest which is lawful and important for VISICOM. In processing 
activities based on legitimate interest, your rights are taken into account and balanced with the interests of VISICOM. 
You have the right to object to processing based on legitimate interest. Legitimate interest is the basis for the processing, 
for example, when we contact you to inform you of new similar products or services that you have previously obtained 
from us. 

• Consent. Processing of your personal data can be based on your consent. In these situations, we ask your consent 
before your personal data is processed. Giving a consent is always voluntary and you have the possibility to withdraw 
your consent at any time. Withdrawal of consent does not affect the lawfulness of processing based on consent before 
the withdrawal. We maintain records of your consents, preferences and settings relating to, for example, marketing, 
location data, and sharing of personal data. Consent is the basis for the processing in the following situations, for example, 
you subscribe to our mailing list to hear about new products, services and promotions.  

• Legal obligation. VISICOM may need to process your personal data to comply with legal requirements to which 
VISICOM is subject to. VISICOM can have, for example, a legal obligation to disclose your personal data to the authorities 
when requested. 

You have a right to know what personal data we hold about you or to receive a confirmation that we do not process data 
concerning you. 

Amendments 

We reserve the right to change, modify, add, or remove portions of this Policy at any time, but will alert you that changes 
have been made by indicating on the Policy the date it was last updated. 

When you visit our website or use our Services, you are accepting the current version of this Policy. We recommend that 
users revisit this Policy on occasion to learn of any changes. 

Contact Us: UKRAINE 25/2 Velyka Zhytomyrska Str. Kyiv, Ukraine, 01001, PJSC Visicom.  

Effective Date: June 12, 2018 

 


